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Ability to Execute

Challenger Leader

Address changing requirements
Drive, Shape and Transform Market

Clear, Long term viability in market
Demonstrated sustained execution

Niche Visionary

Innovated in some key areas
Transform the market but lack execution

Product with limitations
Not maintained sustained execution

Completeness of Vision
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(Software-Defined Wide Area Network)

#l71ZC]of (B0)

« SD-WAN simplifies the management
and operation of a WAN by
decoupling the networking hardware
from its control mechanism.
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Gartner WAN Edge Building Blocks

Gartner.

Software

* Routing

* Application recognition

+ Path Selection

* VPN and Layer4 Firewall

Magic Quadrant for WAN Edge Infrastructure

23 2020 ID: G

Analyst(s): Jonathan Forest, Andrew Larnar, Naresh Singh

CORE

Form Factors
"  Virtual and/or Physical
rategic Fiannin sSsumptions i
e e i S 21 7S) - Edge and Headend

only internet WAN Tt with appi 15% in 2020.

By 2024, more than 60% of software-defined, wide-area network (SD-WAN) customers will have
implemented a secure access service edge (SASE) architecture, compared with about 35% in 2020.

By 2024, 1o enhance agility and support for cloud applications, 60% of enterprises will have
implemented SD-WAN, compared with about 30% in 2020.

Orchestration (on-premise or cloud)
» Configuration

* Management
* Visibility

By 2024, 20% of SD-WAN i tion and will be touchless via an
artificial intelligence (Al) assistant, compared with none in 2020.

Market Definition/Description

Gartner defines the wide-area network (WAN) edge infrastructure market as WAN edge products
that provide network from to access resources in

private and public data centers, as well as infrastructure as a service (laaS) and software as a
service (SaaS). It is typically procured by senior networking leaders in the infrastructure and

P (1&0) org; and gly senior security leaders. This market is evolving from O
traditional branch routers — often called “customer edge routers” in Multiprotocol Label Switching o t n I
(MPLS) implementations — used to connect branch locations to the data center to a more O PT I O N A L p I o a
decentralized architecture with cloud tis di itic change, driven by the

9
needs of digital business transformation and the demands of line of business (LOB) managers.

» Native Advanced Security
» Cloud Gateways
(—?—7|' 7| %) » Application performance Optimization

WAN edge infrastructure functionality can exist on or off the enterprise premises via physical or
virtual appliances and is typically sourced from network equipment providers (and their channels),

This

SERTINET © Fortinet Inc. All Rights Reserved. 1



Gartner’s Strategic Planning Assumptions for WAN Edge

v

Traditional

Broadband

A 4

& <

Legacy Routers SD-WAN

By 2023, to deliver flexible, cost-effective scalable bandwidth, 30% of
enterprise locations will have only internet WAN connectivity, compared with
approximately 15% in 2020

By 2024, to enhance agility and support for cloud applications, 60% of
enterprises will have implemented SD-WAN, compared with about 30% in
2020.

e S
[
SD-WAN SASE

000
2
Manual Al-driven

By 2024, more than 60% of software-defined, wide-area network (SD-WAN)
customers will have implemented a secure access service edge (SASE)
architecture, compared with about 35% in 2020.

1. Gartner: Magic Quadrant for WAN Edge Infrastructure
F:RTINET

By 2024, 20% of SD-WAN centralized configuration and troubleshooting will be

touchless via an artificial intelligence (Al) assistant, compared with none in
2020

© Fortinet Inc. All Rights Reserved. 12




Gartner’s 2020 Magic Quadrant for WAN Edge Infrastructure

Figure 1. Magic Quadrant for WAN Edge Infrastructure

Fortinet recognized as a Leader with Higher
Ability to Execute and Further Completeness
of Vision in the 2020 Gartner’s Magic
s O Quadrant for WAN Edge Infrastructure than

@ Cisco

L its position the previous year
]

P Palo Alto Networks (CloudGenix)

@) VMware

@ Fortinet

@ Juniper Networks
Nuage Networks

@ Peplink
P Barracuda® ® @ HPE (Aruba)

FatPipe Networks @ nglepoint

@Teldat @ Riverbed
Gartner Magic Quadrant for WAN Edge Infrastructure, Jonathan Forest, Mike Toussaint, Mark Fabbi, September 2020

This graphic was published by Gartner, Inc. as part of a larger research document and should be evaluated in the context
of the entire document. The Gartner document is available upon request from Fortinet

Gartner does not endorse any vendor, product or service depicted in its research publications, and does not advise
technology users to select only those vendors with the highest ratings or other designation. Gartner research publications
COMPLETENESS OF VISION > As of September 2020 © Gartner, Inc consist of the opinions of Gartner's research organization and should not be construed as statements of fact. Gartner
disclaims all warranties, expressed or implied, with respect to this research, including any warranties of merchantability or
fitness for a particular purpose.

ABILITY TO EXECUTE

Source: Gartner (September 2020)
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Fortinet Upward and Onward in both Execution and Vision

Cisco, Silver-Peak, Palo Alto Networks all struggled to have such momentum

2018 Magic Quadrant 2019 Magic Quadrant 2020 Magic Quadrant
[ ] ViAwvare
l ® 9ered® ™ @ anae ® W
@ Slver Peak VEfsa Neeworks
-, T o
o W et
: cmg® Pai Ao Networks (CiudGent)
me“m.. s Hiarnl® e Hawvig . — e ©
® Tapi Junper Networks el
G Oracle (Taiar Networks) Huage Nevotks @ Jnper Nenorks
- ° ® Hpla e e @ @ HPE(a)
we > N HPE (Anta) = -
Frpincg ® Ddtepdin @ CoudGentx & FaPpeNewcrs @ @ Cadkpont @ e FarpeNewols @  (rrfecint
@ Foroepont ﬁ .P@.: Bam..l:la @ Rverbed \:! @ X @ Aveda

@ CaoNetworks E W S
> >
= =
= =
= =
< <

ABILITY TO EXECUTE ——>»

COMPLETENESS OF VISION » Asof Sep 2018

F:=RTINET

COMPLETENESS OF VISION ——>» As of Oct 2019

COMPLETENESS OF VISION » As of Sep 2020

© Fortinet Inc. All Rights Reserved.
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7IEL{| WAN Edge MQ 20202 SoliA] Qg2 ZE|UI ZHS

Comprehensive Offering

Most capable security solutions in this

VAZS 'I research combined with other SD-WAN
o O functionality
7 Impg)ved Market By winning deals and expanding its go-to-
% ~ 2 resence market channel, especially with service
WEELIPAP T =E] providers
B Continued Investments In ASICs results in a competitive price point,
% o 3 when leveraging the full suite of on-premises
AE&H™ol 7= 7|e EX -
(K| EH 0l 7|= 7E EX SD-WAN features

F==RTINET © Fortinet Inc. All Rights Reserved. 15
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7tEL{ WAN Edge MQ 20202 Sl Af

88 1
Improved Market
VAYSEY Presence
o O
KIEHL AS 87
Zt™ 3 Continued Investments
o O

AIHFH2 7= HE FA

F:=RTINET

- O C

Comprehensive Offering

Most capable security solutions in this
research combined with other SD-WAN
functionality

By winning deals and expanding its go-to-
market channel, especially with service
providers

In ASICs results in a competitive price point,
when leveraging the full suite of on-premises
SD-WAN features

© Fortinet Inc. All Rights Reserved. 16
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7tEL{ WAN Edge MQ 20202 SoljA{ Qg2 ZE|ul

Comprehensive Offering

2020 GARTNER MAGIC QUADRANT
FOR NETWORK FIREWALLS

Palo Alio Networks
fooet @
]
S Check Point Software Technologies
[
e B
@ i e
[ ]
Hilston: Networks r'o'u..\;or:
suerain S
\\\\\ sgfor @ ® ®
L] s e )

w

=

>

o S i M

rormmshiek ficrosof

& ® [

g2

>

E

=

o '

2

COMPLETENESS OF VISION As of November 2020 @ Gartner, Inc

Source: Gartner (November 2020)

Most capable security solutions in this
research combined with other SD-WAN

functionality

2020 GARTNER MAGIC QUADRANT
FOR WAN EDGE INFRASTRUCTURE

ABILITY TO EXECUT; >

Z+x
oo

e
Citrix
@ Cisco
= L]
wel
Silver Pe:
e ©
@ Juniper Networ
@HPE

COMPLETENESS OF VISION

Source: Gartner (September 2020)

As of September 2020

© Gartner, Inc
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HEYY/He 224 A

Secure SD-WAN

(MF#9{ SD-WAN

E24 34 '
‘ ' A 2=

SD-WAN M &
SIE9]|0f ASIC =A]

'j\

20164
(ASIC, Application
Specific Integrated
Circuit, 29 Yt H|)

F:=RTINET

SD-Branch
(Software Defined-E.H X|)

9

Cloud On-Ramp

(BERE 2-"=E 7|E)

HS8/=2fo|8 EEfRE
Of Z2[#[o]d 4] 7|=1} SD-
WAN E2jZ! AE|0E 7|=s2
AHASHA, AHEX} UZE S

SD-WAN
Orchestration

(AL EHO[E SA|) '

9

Self-Healing SD-WAN F
(M=-83 SD-WAN 7|22
1’ds5+17|5 SD-WAN '
S84 EA)

9

Leader!
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WAN Edge MQOj|A{
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Fastest growing
Vendor
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7IEL{ WAN Edge MQ 2020 SoliA{ Qg2 ZE[H Z7H

Comprehensive Offering

Improved Market
Presence

RI&EQl AJF "

Most capable security solutions in this
research combined with other SD-WAN
functionality

By winning deals and expanding its go-to-
market channel, especially with service
providers

=
=

F:=RTINET

Continued Investments

AIHFH2 7= HE FA

In ASICs results in a competitive price point,
when leveraging the full suite of on-premises
SD-WAN features



SD-WAN: 3CH SD-WAN HIEHO| ZZE|Sll MA
SD-WAN, 20183 CHH| 20194 0| 110% & &t

CY2018 CY2019

6.3%

3.6%

7.1%
3.2%5.1% (2%

20194 SD-WAN Ot

mCisco mVMware mFortinet mSilver Peak mVersa Networks1 mHuawei m=Nuage Networks m=CloudGenix mCradlepoint =Aryaka mOthers %E tél Top 3 H,i' EI I

Source: Gartner = 22 SD-WAN A& M 8&.20204 38
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7IEL{ WAN Edge MQ 20202

Comprehensive Offering

88 1

Improved Market
VAYSEY Presence
o O
Zt™ 3 Continued Investments
o O

AIHFH2 7= HE FA

F:=RTINET

SOl M

olgure ZE|Y 2

Most capable security solutions in this
research combined with other SD-WAN
functionality

By winning deals and expanding its go-to-
market channel, especially with service
providers

In ASICs results in a competitive price point,
when leveraging the full suite of on-premises
SD-WAN features

© Fortinet Inc. All Rights Reserved. 21
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Management Orchestration Analytics Connectors s
FortiGuard Proven Effective Security
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Networkin g VPN ASZiEﬁZd @ Dynamic
SD-WAN Segmentation SD-Branch
FortiGate - j FortiGate Virtual Machine R;T/’E Huge Deployment Scalability
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Network Processor 7 (NP7)

Content Processor 9 (CP9)

System-on-a-Chip 4 (SoC4)
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SD-WAN 1+ @42t 2 7|=

OflMl: Ol | <l & Network Edge &5 ZE AO|E

Create and launch SDWAN devices

—_—
= I E
AL OIS =S
«— afaln L
cisco FEEATINET WVERSA velgcloud™ ¥k, CLOUDGENIX
S A L~ 1| ]
(QI-SH2 A THY Al) 1 = 2 _‘ 3 4
Authenticate Get Device Details Bring Your Own License Add an ACL
Authenticate your API Choose a location and a device, Bring your vendor’s license. Add the networks that will
EQUITHE Knowledge Center Cotaigg | My ASGER lPonm /Fio = request using Equinix OAuth and determine the account, require access to the device.
a . APIs. throughput and notification
K _3 p ’ : ! details.
status
| INITIALIZING |
Resource allocated? YES | NO
| PROVISIONING I | FAILED |
HA Device?
YES YES
v P v
I WAITING_FOR_PRIMARY | | WAITING_FOR_SECONDARY I

— | |
Third Party Orchestration v v

I FAILED | | PROVISIONED | | FAILED I

Fortinet partners with the following 3rd party orchestration platforms
——————————————— — — DELETE DEVICE STATUS FLOW — — — —

e Terraform

o Ansible | DEPROVISIONING
e Ubiqube
% | DEPROVISIONED |
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SD-WAN =2} A|, 1121 At

XM= 1:SD-WAN EQ{0| HQst}?

M3 2:SD-WAN EQ HEj| =

Doloz?

. Of = 2[AH[ O] 7]t
28 (328 vs. H

W)
ol i
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WAN AfH[A AHE 0]
- MSSP &=
- SASE MH[A O E

Security Is the Biggest WAN Concern

= First Choice = Second - Third Sum of Top Three

Security
Performance

f Cost
i

and troubleshooting
Availability 12% 10% 34%

Meeting cloud/digital-specific
requirements. 10% 12% 31%

Lack of agilty/fexibiity TEANGLR 10%  22%

0% 40% 80%
Percentage of Respondents
Base: Tolal, excluding no specilic conceris, n = 303
Q07 What are the top three bigges! concemns (if any) with your overall WAN today?
1D 355369 © 2018 Gartner, Inc

Source: Gartner (November 2018}

Gartner Survey Analysis: Address Security and Digital Concerns to Maintain
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